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STAR Certificate
Registry Entry Form

The information below is provided as a companion to the CSA STAR Certificate.

Client Name:

Client Organizational Description (200 words or less):

Certificate Scope:

Verify CCM Version Used 

Confirm CAIQ Submitted (CAIQ Submission to Registry by client is mandatory). Confirmed

Expiry Date:

ISO/IEC 27001 Certificate Number

Certification Body:Certification Date: Certificate Number:

Country(ies):Number of Sites:

Client URL:

v3.0.1 v4.0


	Text Field 22: https://solutions.com.sa/
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	Text Field 30: SA22/00000011
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	Text Field 20: Saudi Telecom Company (STC), incorporated in 1998, is the leading national provider of telecommunication, mobile, voice, broadband, internet & cloud services in the Kingdom of Saudi Arabia.

STC Cloud offers a full range of cloud services at cloud.solutions.com.sa. This includes Virtual Data Center, Ready-Made Deployments, and Subscription-Based Services. Cloud Computing provides customers with the ability to have their computing needs addressed through STC’s secure, robust, and highly redundant cloud, away from resource intensive and IT management heavy setups.

STC Cloud offers its own Infrastructure as a Service (IaaS), and has partnered with leading technology vendors for Platform as a Service (PaaS), and Software as a Service (SaaS) offerings. All STC Cloud services are managed via its cloud marketplace which is available at https://cloud.solutions.com.sa.


	Text Field 21: The provision of operation, maintenance, and management of STC/solutions by STC Cloud Infrastructure as a Service (IaaS) and its related cloud infrastructure, data center, data communication networks, information technology facilities, and associated application systems. This is in accordance with the Statement of Applicability version 5.0 dated 22/03/2022 and in association with ISO 27001:2013- Certificate SA22/00000011. 
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